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date canonical versions of the noncanonical communication
can be determined. A first feature set representative of the
noncanonical communication can be determined by splitting
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multiple terms can be included in the multiple candidate
canonical versions. A normalized version of the noncanonical
communication can be selected from the multiple candidate
canonical versions.
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502
Receive a noncanonical communication (e.g., from a
tweet, text message, or e-mail}

¥
504
Determine one or more candidate canonical
versions of the noncanonical communication {e.g.,
using a database generated using training data)
¥
506
Determine a feature set representative of the
noncanonical communication

¥
508
Determine multiple comparison feature sets
representative of multiple terms in training data

¥
510
Determine Jaccard index values using the feature set

representative of the noncanonical communication
and the multiple comparison feature sets

-
512
Select a subset of the terms in the training data
based on the Jaccard index values

h 2
514
Include the subset of the terms in the one or more
candidate canonical versions of the noncanonical
communication

¥
516
Select a normalized version of the noncanonical
communication (e.g., from among the candidate
canonical versions)
¥
518
Include the normalized version of the noncanonical
communication in a data set (e.g., usable for textual
analysis)
¥
520
Perform textual analysis on the data set

FIG. 5



U.S. Patent Mar. 8, 2016 Sheet 6 of 9 US 9,280,747 B1

_.-606

RAIVRAVEN SRR AR KA E BRSO R G R XN SRy N e " "
i vy e g 26023 Noncanonical Word  Canonical Version
» gy
-iitdii&iho*bo*i.ﬂi{%d&ihii‘j&sgb«ih: “ur” you are”, “your"
II!‘OG‘X*O!l”:):lxl!!.i!:‘!’.I “SO" ”SO”
* '“A _____ . AT I 7 ”
P fgou are”  fsg®  fnjce’ ¢ 6048 nuice nice
AXLEFRAXLEIXLOAR D IX RARLAR R XX RN S llluv" ”lOVE”

“car” “car”
o«x»«xoaxoox»cxw;ﬂ»o«xoxxo’xocx;

6025 “welcme” “welcome”

“lay” ‘ur” o “carr %
!i'&ﬁll!i%!l* iitﬁiﬁllfﬁl@
“Yove®  Syour® “om” ¥ 604b

AEXNEXXENXERXRXSIRXRESNE S NN NN XX 8 XY

X2

R

o«xn«xtaxtox»oxnoi»o«xoxuoaxo«x*

S “walcme”

IR R 2 AR R I I FE TR LSS AR RN S 22

xno«»o;soaxoax'txn«x);xooxloxij
*

Teotrars”  “weloome” 47 604c

ARBERESFREXBER RS AR B sA B E B S kD
FIG. 6

~602¢

L AR

REs X ]

700

Word Feature Set
M ig

4.{10"&‘8” !JS%G" 4[QV’}J !HVESJ) ai j \\ . :N{} e

oo v

U 2 P & i
", “ov”, “wel”, "

FIG. 7



U.S. Patent Mar. 8, 2016 Sheet 7 of 9 US 9,280,747 B1

800
¥
£ car 5 ﬁS C a» . £F: é“’, S?‘r( ﬁl ‘;Jf”
" c atw 115 Ca“, s atsrz[ “ﬂ itu
FIG. 8
516
\
902

Train a classifier

¥

904
Determine a confidence score for each
candidate canonical version using the classifier

h:d

906
Select the candidate canonical version
associated with the highest confidence score
as the normalized version of the noncanonical
communication

FIG. 9



U.S. Patent Mar. 8, 2016 Sheet 8 of 9 US 9,280,747 B1

904--

1002
Determine a support value associated with the candidate canonical
version and provide the support value to the classifer
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Determine a confidence value associated with the candidate canonical
version and provide the confidence value to the classifier

1006
Determine a similarity score associated with the candidate canonical
version and provide the similarity score to the classifier

¥

1008
Determine a part of speech (POS) tag confidence associated with the
candidate canonical version (e.g., using a part of speech tagger) and
provide the POS tag confidence to the classifier
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NORMALIZING ELECTRONIC
COMMUNICATIONS USING FEATURE SETS

REFERENCE TO RELATED APPLICATION

This claims the benefit of priority under 35 U.S.C. §119(e)
to U.S. Provisional Patent Application No. 62/167,248, titled
“Lexical Normalization for English Twitter Text” and filed
May 27,2015, the entirety of which is hereby incorporated by
reference herein.

TECHNICAL FIELD

The present disclosure relates generally to normalizing
electronic communications. More specifically, but not by way
of limitation, this disclosure relates to normalizing electronic
communications using feature sets.

BACKGROUND

With the rise of the Internet and mobile electronic devices,
users are generating increasing amounts of electronic con-
tent. Electronic content often takes the form of forum posts,
text messages, social networking posts, blog posts, e-mails,
or other electronic communications. In many cases, elec-
tronic content can include shorthand words, slang, acronyms,
misspelled words, incorrect grammar, and other informali-
ties.

SUMMARY

In one example, a computer readable medium comprising
program code executable by a processor is provided. The
program code can cause the processor to receive an electronic
representation of a noncanonical communication. The pro-
gram code can cause the processor to determine a plurality of
candidate canonical versions of the noncanonical communi-
cation using a database generated using training data. The
program code can cause the processor to determine a first
feature set representative of the noncanonical communication
by splitting the noncanonical communication into at least one
n-gram and at least one k-skip-n-gram. The n-gram can com-
prise a sequence of a predefined number of adjacent charac-
ters. The k-skip-n-gram can comprise a sequence of nonad-
jacent characters in a communication selected such that a
maximum number of skipped characters are positioned
between each of the nonadjacent characters in the communi-
cation. The program code can cause the processor to deter-
mine a plurality of comparison feature sets by splitting each
term in a plurality of terms in the training data into a respec-
tive comparison feature set comprising at least one n-gram
and at least one k-skip-n-gram. The program code can cause
the processor to determine a plurality of Jaccard index values
using the first feature set and the plurality of comparison
feature sets. Fach Jaccard index value of the plurality of
Jaccard index values can be representative of a similarity
between the noncanonical communication and a term of the
plurality of terms in the training data. The program code can
cause the processor to select a subset of the plurality of terms
in the training data in which an associated Jaccard index value
exceeds a threshold. The program code can cause the proces-
sor to include the subset of the plurality of terms in the
plurality of candidate canonical versions of the noncanonical
communication. The program code can cause the processorto
select a normalized version of the noncanonical communica-
tion from the plurality of candidate canonical versions.
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In another example, a method is provided that can include
receiving an electronic representation of a noncanonical com-
munication. The method can include determining a plurality
of candidate canonical versions of the noncanonical commu-
nication using a database generated using training data. The
method can include determining a first feature set represen-
tative of the noncanonical communication by splitting the
noncanonical communication into at least one n-gram and at
least one k-skip-n-gram. The n-gram can comprise a
sequence of a predefined number of adjacent characters in a
communication. The k-skip-n-gram can comprise a sequence
of nonadjacent characters in the communication selected
such that a maximum number of skipped characters are posi-
tioned between each of the nonadjacent characters in the
communication. The method can include determining a plu-
rality of comparison feature sets by splitting each term in a
plurality of terms in the training data into a respective com-
parison feature set comprising at least one n-gram and at least
one k-skip-n-gram. The method can include determining a
plurality of Jaccard index values using the first feature set and
the plurality of comparison feature sets. Each Jaccard index
value of the plurality of Jaccard index values can be repre-
sentative of a similarity between the noncanonical communi-
cation and a term of the plurality of terms in the training data.
The method can include selecting a subset of the plurality of
terms in the training data in which an associated Jaccard index
value exceeds a threshold. The method can include including
the subset of the plurality of terms in the plurality of candidate
canonical versions of the noncanonical communication. The
method can include selecting a normalized version of the
noncanonical communication from the plurality of candidate
canonical versions.

In another example, a system is provided that can include a
processing device and a memory device. The memory device
can include instructions executable by the processing device
for causing the processing device to receive an electronic
representation of a noncanonical communication. The
instructions can cause the processing device to determine a
plurality of candidate canonical versions of the noncanonical
communication using a database generated using training
data. The instructions can cause the processing device to
determine a first feature set representative of the noncanoni-
cal communication by splitting the noncanonical communi-
cation into at least one n-gram and at least one k-skip-n-gram.
The n-gram can comprise a sequence of a predefined number
of adjacent characters. The k-skip-n-gram can comprise a
sequence of nonadjacent characters in a communication
selected such that a maximum number of skipped characters
are positioned between each of the nonadjacent characters in
the communication. The instructions can cause the process-
ing device to determine a plurality of comparison feature sets
by splitting each term in a plurality of terms in the training
data into a respective comparison feature set comprising at
least one n-gram and at least one k-skip-n-gram. The instruc-
tions can cause the processing device to determine a plurality
of Jaccard index values using the first feature set and the
plurality of comparison feature sets. Each Jaccard index value
of the plurality of Jaccard index values can be representative
of'a similarity between the noncanonical communication and
a term of the plurality of terms in the training data. The
instructions can cause the processing device to select a subset
of the plurality of terms in the training data in which an
associated Jaccard index value exceeds a threshold. The
instructions can cause the processing device to include the
subset of the plurality of terms in the plurality of candidate
canonical versions of the noncanonical communication. The
instructions can cause the processing device to select a nor-
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malized version of the noncanonical communication from the
plurality of candidate canonical versions.

This summary is not intended to identify key or essential
features of the claimed subject matter, nor is it intended to be
used in isolation to determine the scope of the claimed subject
matter. The subject matter should be understood by reference
to appropriate portions of the entire specification, any or all
drawings, and each claim.

The foregoing, together with other features and examples,
will become more apparent upon referring to the following
specification, claims, and accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

The present disclosure is described in conjunction with the
appended figures:

FIG. 1 is a block diagram of an example of the hardware
components of a computing system according to some
aspects.

FIG. 2 is an example of devices that can communicate with
each other over an exchange system and via a network accord-
ing to some aspects.

FIG. 3 is a block diagram of a model of an example of a
communications protocol system according to some aspects.

FIG. 4 is a hierarchical diagram of an example of a com-
munications grid computing system including a variety of
control and worker nodes according to some aspects.

FIG. 5 is a flow chart of an example of a process for
normalizing electronic communications using features sets
according to some aspects.

FIG. 6 is an example of training data and a database gen-
erated using the training data according to some aspects.

FIG. 7 shows an example of a list of feature sets for the
words “love” and “looove” when n=2 and k=1 according to
some aspects.

FIG. 8 shows an example of a list of feature sets for the
words “car” and “cat” when n=2 and k=1 according to some
aspects.

FIG. 9 is a flow chart of an example of a process for
selecting a normalized version of a noncanonical communi-
cation according to some aspects.

FIG. 10 is a flow chart of an example of a process for
determining a confidence score for a candidate canonical
version using a classifier according to some aspects.

FIG. 11 shows a table of an example of results using the
constrained mode implementation while varying the different
parameters used by a classifier according to some aspects.

FIG. 12 shows a table of an example of a comparison
between the results of the constrained mode and the results of
the unconstrained mode according to some aspects.

In the appended figures, similar components or features
can have the same reference label. Further, various compo-
nents of the same type can be distinguished by following the
reference label by a dash and a second label that distinguishes
among the similar components. If only the first reference
label is used in the specification, the description is applicable
to any one of the similar components having the same first
reference label irrespective of the second reference label.

DETAILED DESCRIPTION

In the following description, for the purposes of explana-
tion, specific details are set forth in order to provide a thor-
ough understanding of examples of the technology. But vari-
ous examples can be practiced without these specific details.
The figures and description are not intended to be restrictive.
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The ensuing description provides examples only, and is not
intended to limit the scope, applicability, or configuration of
the disclosure. Rather, the ensuing description of the
examples provide those skilled in the art with an enabling
description for implementing an example. Various changes
may be made in the function and arrangement of elements
without departing from the spirit and scope of the technology
as set forth in the appended claims.

Specific details are given in the following description to
provide a thorough understanding of the examples. But the
examples may be practiced without these specific details. For
example, circuits, systems, networks, processes, and other
components can be shown as components in block diagram
form to prevent obscuring the examples in unnecessary detail.
In other examples, well-known circuits, processes, algo-
rithms, structures, and techniques may be shown without
unnecessary detail in order to avoid obscuring the examples.

Also, individual examples can be described as a process
that is depicted as a flowchart, a flow diagram, a data flow
diagram, a structure diagram, or a block diagram. Although a
flowchart can describe the operations as a sequential process,
many of the operations can be performed in parallel or con-
currently. In addition, the order of the operations can be
re-arranged. A process is terminated when its operations are
completed, but can have additional operations not included in
a figure. A process can correspond to a method, a function, a
procedure, a subroutine, a subprogram, etc. When a process
corresponds to a function, its termination can correspond to a
return of the function to the calling function or the main
function.

Systems depicted in some of the figures can be provided in
various configurations. In some examples, the systems can be
configured as a distributed system where one or more com-
ponents of the system are distributed across one or more
networks in a cloud computing system.

Certain aspects and features of the present disclosure relate
to normalizing electronic communications using feature sets.
An electronic communication can include a communication
from an electronic device, such as a computing device. The
electronic communication can include one or more (textual)
words that are in a noncanonical form. In some examples, a
word can be in a noncanonical form if the word is misspelled
according to an accepted and standardized spelling of the
word or does not comport with one or more standardized
grammatical rules. For example, “ur” can be a noncanonical
form ofthe word “you’re.” As another example, “you’re” can
be anoncanonical form ofthe word “your,” if the grammatical
context calls for the word “your” rather than “you’re.” A word
can additionally or alternatively be in a noncanonical form if
the word includes a combination of two or more sub-words.
For example, “yessir” can be a noncanonical form of the
words “yes sir,” “wassup” can be a noncanonical form of the
words “what is up” or “what’s up,” and “lemmeknow” can be
a noncanonical form of the words “let me know.” A word that
is in a noncanonical form can be referred to as a noncanonical
word, and an electronic communication containing a nonca-
nonical word can be referred to as a noncanonical communi-
cation. It can be challenging to analyze noncanonical words
in an electronic communication, such as to perform textual
analysis. It can be desirable to normalize noncanonical words
into their canonical forms, such as to simplify computerized
textual analysis.

In some examples, a computing device can determine the
canonical forms of noncanonical words using feature sets. A
feature set can include one or more features that are charac-
teristic of a word (e.g., as described in greater detail with
respect to FIG. 5). In some examples, the computing device
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can determine one feature set associated with a noncanonical
word and another feature set associated with a candidate
canonical version of the noncanonical word. The computing
device can determine a Jaccard index value indicating a simi-
larity between the two feature sets. The computing device can
include the candidate canonical version of the noncanonical
word in a data set of multiple candidate canonical versions of
the noncanonical word if the Jaccard index value exceeds a
threshold. In some examples, the computing device can use a
classifier to determine which of the multiple candidate
canonical versions is the correct canonical version of the
noncanonical word.

As discussed above, in some examples, the computing
device can use a classifier to determine a correct canonical
version of a noncanonical word. In some examples, the clas-
sifier can generate a confidence score associated with each
candidate canonical version of the noncanonical word. The
classifier can select the candidate canonical version associ-
ated with the highest confidence score as the correct canoni-
cal version of the noncanonical word. Examples of param-
eters used by the classifier to determine the confidence score
are discussed with respect to FI1G. 10.

FIGS. 1-4 depict examples of systems usable for normal-
izing electronic communications using feature sets. For
example, FIG. 1 is a block diagram of an example of the
hardware components of a computing system according to
some aspects. Data transmission network 100 is a specialized
computer system that may be used for processing large
amounts of data where a large number of computer process-
ing cycles are required.

Data transmission network 100 may also include comput-
ing environment 114. Computing environment 114 may be a
specialized computer or other machine that processes the data
received within the data transmission network 100. The com-
puting environment 114 may include one or more other sys-
tems. For example, computing environment 114 may include
a database system 118 or a communications grid 120.

Data transmission network 100 also includes one or more
network devices 102. Network devices 102 may include cli-
ent devices that can communicate with computing environ-
ment 114. For example, network devices 102 may send data to
the computing environment 114 to be processed, may send
signals to the computing environment 114 to control diftferent
aspects of the computing environment or the data it is pro-
cessing, among other reasons. Network devices 102 may
interact with the computing environment 114 through a num-
ber of ways, such as, for example, over one or more networks
108.

In some examples, network devices 102 may provide a
large amount of data, either all at once or streaming over a
period of time (e.g., using event stream processing (ESP)), to
the computing environment 114 via networks 108. For
example, the network devices can transmit electronic mes-
sages with noncanonical information, either all at once or
streaming over a period of time, to the computing environ-
ment 114 via networks 108.

The network devices 102 may include network computers,
sensors, databases, or other devices that may transmit or
otherwise provide data to computing environment 114. For
example, network devices 102 may include local area net-
work devices, such as routers, hubs, switches, or other com-
puter networking devices. These devices may provide a vari-
ety of stored or generated data, such as network data or data
specific to the network devices 102 themselves. Network
devices 102 may also include sensors that monitor their envi-
ronment or other devices to collect data regarding that envi-
ronment or those devices, and such network devices 102 may
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provide data they collect over time. Network devices 102 may
also include devices within the internet of things, such as
devices within a home automation network. Some of these
devices may be referred to as edge devices, and may involve
edge-computing circuitry. Data may be transmitted by net-
work devices 102 directly to computing environment 114 or
to network-attached data stores, such as network-attached
data stores 110 for storage so that the data may be retrieved
later by the computing environment 114 or other portions of
data transmission network 100. For example, the network
devices 102 can transmit data with noncanonical information
to a network-attached data store 110 for storage. The com-
puting environment 114 may later retrieve the data from the
network-attached data store 110 and use the data for textual
analysis.

The network-attached data stores 110 can store data to be
processed by the computing environment 114 as well as any
intermediate or final data generated by the computing system
in non-volatile memory. But in certain examples, the configu-
ration of the computing environment 114 allows its opera-
tions to be performed such that intermediate and final data
results can be stored solely in volatile memory (e.g., RAM),
without a requirement that intermediate or final data results
be stored to non-volatile types of memory (e.g., disk). This
can be useful in certain situations, such as when the comput-
ing environment 114 receives ad hoc queries from a user and
when responses, which are generated by processing large
amounts of data, need to be generated dynamically (e.g., on
the fly). In this situation, the computing environment 114 may
be configured to retain the processed information within
memory so that responses can be generated for the user at
different levels of detail as well as allow a user to interactively
query against this information.

Network-attached data stores 110 may store a variety of
different types of data organized in a variety of different ways
and from a variety of different sources. For example, net-
work-attached data stores 110 may include storage other than
primary storage located within computing environment 114
that is directly accessible by processors located therein. Net-
work-attached data stores 110 may include secondary, ter-
tiary or auxiliary storage, such as large hard drives, servers,
virtual memory, among other types. Storage devices may
include portable or non-portable storage devices, optical stor-
age devices, and various other mediums capable of storing,
containing data. A machine-readable storage medium or
computer-readable storage medium may include a non-tran-
sitory medium in which data can be stored and that does not
include carrier waves or transitory electronic signals.
Examples of a non-transitory medium may include, for
example, a magnetic disk or tape, optical storage media such
as compact disk or digital versatile disk, flash memory,
memory or memory devices. A computer-program product
may include code or machine-executable instructions that
may represent a procedure, a function, a subprogram, a pro-
gram, a routine, a subroutine, a module, a software package,
a class, or any combination of instructions, data structures, or
program statements. A code segment may be coupled to
another code segment or a hardware circuit by passing or
receiving information, data, arguments, parameters, or
memory contents. Information, arguments, parameters, data,
etc. may be passed, forwarded, or transmitted via any suitable
means including memory sharing, message passing, token
passing, network transmission, among others. Furthermore,
the data stores may hold a variety of different types of data.
For example, network-attached data stores 110 may hold
unstructured (e.g., raw) data, such as data from a website
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(e.g., a forum post, a Twitter™ tweet, a Facebook™ post, a
blog post, an online review), a text message, an e-mail, or any
combination of these.

The unstructured data may be presented to the computing
environment 114 in different forms such as a flat file or a
conglomerate of data records, and may have data values and
accompanying time stamps. The computing environment 114
may be used to analyze the unstructured data in a variety of
ways to determine the best way to structure (e.g., hierarchi-
cally) that data, such that the structured data is tailored to a
type of further analysis that a user wishes to perform on the
data. For example, after being processed, the unstructured
time-stamped data may be aggregated by time (e.g., into daily
time period units) to generate time series data or structured
hierarchically according to one or more dimensions (e.g.,
parameters, attributes, or variables). For example, data may
be stored in a hierarchical data structure, such as a relational
online analytical processing (ROLAP) or multidimensional
online analytical processing (MOLAP) database, or may be
stored in another tabular form, such as in a flat-hierarchy
form.

Data transmission network 100 may also include one or
more server farms 106. Computing environment 114 may
route select communications or data to the sever farms 106 or
one or more servers within the server farms 106. Server farms
106 can be configured to provide information in a predeter-
mined manner. For example, server farms 106 may access
datato transmit in response to acommunication. Server farms
106 may be separately housed from each other device within
data transmission network 100, such as computing environ-
ment 114, or may be part of a device or system.

Server farms 106 may host a variety of different types of
data processing as part of data transmission network 100.
Server farms 106 may receive a variety of different data from
network devices, from computing environment 114, from
cloud network 116, or from other sources. The data may have
been obtained or collected from one or more websites, sen-
sors, as inputs from a control database, or may have been
received as inputs from an external system or device. Server
farms 106 may assist in processing the data by turning raw
data into processed data based on one or more rules imple-
mented by the server farms. For example, sensor data may be
analyzed to determine changes in an environment over time or
in real-time. As another example, website data may be ana-
lyzed to determine one or more trends in comments, posts, or
other data provided by users.

Data transmission network 100 may also include one or
more cloud networks 116. Cloud network 116 may include a
cloud infrastructure system that provides cloud services. In
certain examples, services provided by the cloud network 116
may include a host of services that are made available to users
of'the cloud infrastructure system on demand. Cloud network
116 is shown in FIG. 1 as being connected to computing
environment 114 (and therefore having computing environ-
ment 114 as its client or user), but cloud network 116 may be
connected to or utilized by any of the devices in FIG. 1.
Services provided by the cloud network 116 can dynamically
scale to meet the needs of its users. The cloud network 116
may include one or more computers, servers, or systems. In
some examples, the computers, servers, or systems that make
up the cloud network 116 are different from the user’s own
on-premises computers, servers, or systems. For example, the
cloud network 116 may host an application, and a user may,
via a communication network such as the Internet, order and
use the application on demand. In some examples, the cloud
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network 116 may host an application for performing data
analytics or textual analysis on data that includes noncanoni-
cal information.

While each device, server, and system in FIG. 1 is shown as
a single device, multiple devices may instead be used. For
example, a set of network devices can be used to transmit
various communications from a single user, or remote server
140 may include a server stack. As another example, data may
be processed as part of computing environment 114.

Each communication within data transmission network
100 (e.g., between client devices, between a device and con-
nection management system 150, between server farms 106
and computing environment 114, or between a server and a
device) may occur over one or more networks 108. Networks
108 may include one or more of a variety of different types of
networks, including a wireless network, a wired network, ora
combination of a wired and wireless network. Examples of
suitable networks include the Internet, a personal area net-
work, a local area network (LAN), a wide area network
(WAN), or a wireless local area network (WLAN). A wireless
network may include a wireless interface or combination of
wireless interfaces. As an example, a network in the one or
more networks 108 may include a short-range communica-
tion channel, such as a Bluetooth or a Bluetooth Low Energy
channel. A wired network may include a wired interface. The
wired or wireless networks may be implemented using rout-
ers, access points, bridges, gateways, or the like, to connect
devices in the network 108. The networks 108 can be incor-
porated entirely within or can include an intranet, an extranet,
or a combination thereof. In one example, communications
between two or more systems or devices can be achieved by
a secure communications protocol, such as secure sockets
layer (SSL) or transport layer security (TLS). In addition,
data or transactional details may be encrypted.

Some aspects may utilize the Internet of Things (IoT),
where things (e.g., machines, devices, phones, sensors) can
be connected to networks and the data from these things can
be collected and processed within the things or external to the
things. For example, the IoT can include sensors in many
different devices, and high value analytics can be applied to
identify hidden relationships and drive increased efficiencies.
This can apply to both big data analytics and real-time (e.g.,
ESP) analytics.

As noted, computing environment 114 may include a com-
munications grid 120 and a transmission network database
system 118. Communications grid 120 may be a grid-based
computing system for processing large amounts of data. The
transmission network database system 118 may be for man-
aging, storing, and retrieving large amounts of data that are
distributed to and stored in the one or more network-attached
data stores 110 or other data stores that reside at different
locations within the transmission network database system
118. The computing nodes in the communications grid 120
and the transmission network database system 118 may share
the same processor hardware, such as processors that are
located within computing environment 114.

In some examples, the computing environment 114, a net-
work device 102, or both can implement one or more pro-
cesses for normalizing electronic communications using fea-
ture sets. For example, the computing environment 114, a
network device 102, or both can implement one or more
versions of the processes discussed with respect to FIGS.
5-14.

FIG. 2 is an example of devices that can communicate with
each other over an exchange system and via a network accord-
ing to some aspects. As noted, each communication within
data transmission network 100 may occur over one or more
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networks. System 200 includes a network device 204 config-
ured to communicate with a variety of types of client devices,
for example client devices 230, over a variety of types of
communication channels.

As shown in FIG. 2, network device 204 can transmit a
communication over a network (e.g., a cellular network via a
base station 210). In some examples, the communication can
include noncanonical information. The communication can
be routed to another network device, such as network devices
205-209, via base station 210. The communication can also
be routed to computing environment 214 via base station 210.
In some examples, the network device 204 may collect data
either from its surrounding environment or from other net-
work devices (such as network devices 205-209) and transmit
that data to computing environment 214.

Although network devices 204-209 are shown in FIG. 2 as
a mobile phone, laptop computer, tablet computer, tempera-
ture sensor, motion sensor, and audio sensor respectively, the
network devices may be or include sensors that are sensitive
to detecting aspects of their environment. For example, the
network devices may include sensors such as water sensors,
power sensors, electrical current sensors, chemical sensors,
optical sensors, pressure sensors, geographic or position sen-
sors (e.g., GPS), velocity sensors, acceleration sensors, flow
rate sensors, among others. Examples of characteristics that
may be sensed include force, torque, load, strain, position,
temperature, air pressure, fluid flow, chemical properties,
resistance, electromagnetic fields, radiation, irradiance, prox-
imity, acoustics, moisture, distance, speed, vibrations, accel-
eration, electrical potential, electrical current, among others.
The sensors may be mounted to various components used as
part of a variety of different types of systems. The network
devices may detect and record data related to the environment
that it monitors, and transmit that data to computing environ-
ment 214.

The network devices 204-209 may also perform process-
ing on data it collects before transmitting the data to the
computing environment 214, or before deciding whether to
transmit data to the computing environment 214. For
example, network devices 204-209 may determine whether
data collected meets certain rules, for example by comparing
data or values calculated from the data and comparing that
data to one or more thresholds. The network devices 204-209
may use this data or comparisons to determine if the data is to
be transmitted to the computing environment 214 for further
use or processing. In some examples, the network devices
204-209 can pre-process the data prior to transmitting the
data to the computing environment 214. For example, the
network devices 204-209 can transform data that includes
noncanonical information into a canonical format before
transmitting the data to the computing environment 214 for
further processing (e.g., which can include applying big data
analytics or textual analysis to the data).

Computing environment 214 may include machines 220,
240. Although computing environment 214 is shown in FIG.
2 as having two machines, 220 and 240, computing environ-
ment 214 may have only one machine or may have more than
two machines. The machines 220, 240 that make up comput-
ing environment 214 may include specialized computers,
servers, or other machines that are configured to individually
or collectively process large amounts of data. The computing
environment 214 may also include storage devices that
include one or more databases of structured data, such as data
organized in one or more hierarchies, or unstructured data.
The databases may communicate with the processing devices
within computing environment 214 to distribute data to them.
Since network devices 204-209 may transmit data to comput-
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ing environment 214, that data may be received by the com-
puting environment 214 and subsequently stored within those
storage devices. Data used by computing environment 214
may also be stored in data stores 235, which may also be a part
of or connected to computing environment 214.

Computing environment 214 can communicate with vari-
ous devices via one or more routers 225 or other inter-network
or intra-network connection components. For example, com-
puting environment 214 may communicate with devices 230
via one or more routers 225. Computing environment 214
may collect, analyze or store data from or pertaining to com-
munications, client device operations, client rules, or user-
associated actions stored at one or more data stores 235. Such
data may influence communication routing to the devices
within computing environment 214, how data is stored or
processed within computing environment 214, among other
actions.

Notably, various other devices can further be used to influ-
ence communication routing or processing between devices
within computing environment 214 and with devices outside
of computing environment 214. For example, as shown in
FIG. 2, computing environment 214 may include a machine
240 that is a web server. Computing environment 214 can
retrieve data of interest, such as client information (e.g., prod-
uct information, client rules, etc.), technical product details,
news, blog posts, e-mails, forum posts, media content (e.g.,
audio and/or video content), streaming content, electronic
documents, social media posts (e.g., Twitter™ posts or Face-
book™ posts), and so on.

In addition to computing environment 214 collecting data
(e.g., as received from network devices, such as sensors, and
client devices or other sources) to be processed as part of abig
data analytics project, it may also receive data in real time as
part of a streaming analytics environment. As noted, data may
be collected using a variety of sources as communicated via
different kinds of networks or locally. Such data may be
received on a real-time streaming basis. For example, net-
work devices 204-209 may receive data periodically and in
real time from a web server or other source. Devices within
computing environment 214 may also perform pre-analysis
on data it receives to determine if the data received should be
processed as part of an ongoing project. For example, as part
of a project in which textual analysis is performed on one or
more electronic communications, the computing environ-
ment 214 can perform pre-analysis of the one or more elec-
tronic communications. The pre-analysis can include normal-
izing the electronic communications by converting one or
more noncanonical words in an electronic communication
into a canonical version of the noncanonical word. The com-
puting environment 214 can determine the canonical version
of'the noncanonical word at least in part by using feature sets.

FIG. 3 is a block diagram of a model of an example of a
communications protocol system according to some aspects.
More specifically, FIG. 3 identifies operation of a computing
environment in an Open Systems Interaction model that cor-
responds to various connection components. The model 300
shows, for example, how a computing environment, such as
computing environment (or computing environment 214 in
FIG. 2) may communicate with other devices in its network,
and control how communications between the computing
environment and other devices are executed and under what
conditions.

The model 300 can include layers 302-314. The layers
302-314 are arranged in a stack. Each layer in the stack serves
the layer one level higher than it (except for the application
layer, which is the highest layer), and is served by the layer
one level below it (except for the physical layer 302, which is
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the lowest layer). The physical layer 302 is the lowest layer
because it receives and transmits raw bites of data, and is the
farthest layer from the user in a communications system. On
the other hand, the application layer is the highest layer
because it interacts directly with a software application.

As noted, the model 300 includes a physical layer 302.
Physical layer 302 represents physical communication, and
can define parameters of that physical communication. For
example, such physical communication may come in the
form of electrical, optical, or electromagnetic signals. Physi-
cal layer 302 also defines protocols that may control commu-
nications within a data transmission network.

Link layer 304 defines links and mechanisms used to trans-
mit (e.g., move) data across a network. The link layer man-
ages node-to-node communications, such as within a grid-
computing environment. Link layer 304 can detect and
correct errors (e.g., transmission errors in the physical layer
302). Link layer 304 can also include a media access control
(MAC) layer and logical link control (LLC) layer.

Network layer 306 can define the protocol for routing
within a network. In other words, the network layer coordi-
nates transferring data across nodes in a same network (e.g.,
such as a grid-computing environment). Network layer 306
can also define the processes used to structure local address-
ing within the network.

Transport layer 308 can manage the transmission of data
and the quality of the transmission or receipt of that data.
Transport layer 308 can provide a protocol for transferring
data, such as, for example, a Transmission Control Protocol
(TCP). Transport layer 308 can assemble and disassemble
data frames for transmission. The transport layer can also
detect transmission errors occurring in the layers below it.

Session layer 310 can establish, maintain, and manage
communication connections between devices on a network.
In other words, the session layer controls the dialogues or
nature of communications between network devices on the
network. The session layer may also establish checkpointing,
adjournment, termination, and restart procedures.

Presentation layer 312 can provide translation for commu-
nications between the application and network layers. In
other words, this layer may encrypt, decrypt or format data
based on data types known to be accepted by an application or
network layer.

Application layer 314 interacts directly with software
applications and end users, and manages communications
between them. Application layer 314 can identify destina-
tions, local resource states or availability or communication
content or formatting using the applications.

For example, a communication link can be established
between two devices on a network. One device can transmit
an analog or digital representation of an electronic message
that includes noncanonical information to the other device.
The other device can receive the analog or digital represen-
tation at the physical layer 302. The other device can transmit
the data associated with the electronic message through the
remaining layers 304-314. The application layer 314 can
receive data associated with the electronic message. The
application layer 314 can identify one or more applications,
such as a textual analysis application, to which to transmit
data associated with the electronic message. The application
layer 314 can transmit the data to the identified application.

Intra-network connection components 322, 324 can oper-
ate in lower levels, such as physical layer 302 and link layer
304, respectively. For example, a hub can operate in the
physical layer, a switch can operate in the physical layer, and
a router can operate in the network layer. Inter-network con-
nection components 326 and 328 are shown to operate on
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higher levels, such as layers 306-314. For example, routers
can operate in the network layer and network devices can
operate in the transport, session, presentation, and application
layers.

A computing environment 330 can interact with or operate
on, in various examples, one, more, all or any of the various
layers. For example, computing environment 330 can interact
with a hub (e.g., via the link layer) to adjust which devices the
hub communicates with. The physical layer 302 may be
served by the link layer 304, so it may implement such data
from the link layer 304. For example, the computing environ-
ment 330 may control devices from which it can receive data
from. For example, if the computing environment 330 knows
that a certain network device has turned off, broken, or oth-
erwise become unavailable or unreliable, the computing envi-
ronment 330 may instruct the hub to prevent any data from
being transmitted to the computing environment 330 from
that network device. Such a process may be beneficial to
avoid receiving data that is inaccurate or that has been influ-
enced by an uncontrolled environment. As another example,
computing environment 330 can communicate with a bridge,
switch, router or gateway and influence which device within
the system (e.g., system 200) the component selects as a
destination. In some examples, computing environment 330
can interact with various layers by exchanging communica-
tions with equipment operating on a particular layer by rout-
ing or modifying existing communications. In another
example, such as in a grid-computing environment, a node
may determine how data within the environment should be
routed (e.g., which node should receive certain data) based on
certain parameters or information provided by other layers
within the model.

The computing environment 330 may be a part of a com-
munications grid environment, the communications of which
may be implemented as shown in the protocol of FIG. 3. For
example, referring back to FIG. 2, one or more of machines
220 and 240 may be part of a communications grid-comput-
ing environment. A gridded computing environment may be
employed in a distributed system with non-interactive work-
loads where data resides in memory on the machines, or
compute nodes. In such an environment, analytic code,
instead of a database management system, can control the
processing performed by the nodes. Data is co-located by
pre-distributing it to the grid nodes, and the analytic code on
each node loads the local data into memory. Each node may
be assigned a particular task, such as a portion of a processing
project, or to organize or control other nodes within the grid.
For example, each node may be assigned a portion of a pro-
cessing task for normalizing electronic communications
using feature sets.

FIG. 4 is a hierarchical diagram of an example of a com-
munications grid computing system 400 including a variety
of'control and worker nodes according to some aspects. Com-
munications grid computing system 400 includes three con-
trol nodes and one or more worker nodes. Communications
grid computing system 400 includes control nodes 402, 404,
and 406. The control nodes 402-406 are communicatively
connected via communication paths 451, 453, and 455. The
control nodes may transmit information (e.g., related to the
communications grid or notifications) to and receive infor-
mation from each other. Although communications grid com-
puting system 400 is shown in FIG. 4 as including three
control nodes, the communications grid may include more or
less than three control nodes.

Communications grid computing system 400 (which can
be referred to as a “communications grid”) also includes one
or more worker nodes. Shown in FIG. 4 are six worker nodes
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410-420. Although FIG. 4 shows six worker nodes, a com-
munications grid can include more or less than six worker
nodes. The number of worker nodes included in a communi-
cations grid may be dependent upon how large the project or
data set is being processed by the communications grid, the
capacity of each worker node, the time designated for the
communications grid to complete the project, among others.
Each worker node within the communications grid comput-
ing system 400 may be connected (wired or wirelessly, and
directly or indirectly) to control nodes 402-406. Each worker
node may receive information from the control nodes (e.g., an
instruction to perform work on a project) and may transmit
information to the control nodes (e.g., a result from work
performed on a project). Furthermore, worker nodes may
communicate with each other directly or indirectly. For
example, worker nodes may transmit data between each other
related to a textual analysis job being performed or an indi-
vidual task within a textual analysis job being performed by
that worker node. In some examples, worker nodes may not
be connected (communicatively or otherwise) to certain other
worker nodes. For example, a worker node 410 may only be
able to communicate with a particular control node 404. The
worker node 410 may be unable to communicate with other
worker nodes 412-420 in the communications grid, even if the
other worker nodes 412-420 are controlled by the same con-
trol node 404.

A control node 402-406 may connect with an external
device with which the control node 402-406 may communi-
cate (e.g., a communications grid user, such as a server or
computer, may connect to a controller of the grid). For
example, a server or computer may connect to control nodes
402-406 and may transmit a project or job to the node, such as
atextual analysis project or a normalization project for trans-
forming a noncanonical communication into a canonical
form. The project may include a data set. The data set may be
of any size. Once the control node 402-406 receives such a
project including a large data set, the control node may dis-
tribute the data set or projects related to the data set to be
performed by worker nodes. Alternatively, for a project
including a large data set, the data set may be receive or stored
by a machine other than a control node 402-406 (e.g., a
Hadoop data node).

Control nodes 402-406 can maintain knowledge of the
status of the nodes in the grid (e.g., grid status information),
accept work requests from clients, subdivide the work across
worker nodes, and coordinate the worker nodes, among other
responsibilities. Worker nodes 412-420 may accept work
requests from a control node 402-406 and provide the control
node with results of the work performed by the worker node.
A grid may be started from a single node (e.g., a machine,
computer, server, etc.). This first node may be assigned or
may start as the primary control node 402 that will control any
additional nodes that enter the grid.

When a project is submitted for execution (e.g., by a client
or a controller ofthe grid) it may be assigned to a set of nodes.
After the nodes are assigned to a project, a data structure (e.g.,
a communicator) may be created. The communicator may be
used by the project for information to be shared between the
project code running on each node. A communication handle
may be created on each node. A handle, for example, is a
reference to the communicator that is valid within a single
process on a single node, and the handle may be used when
requesting communications between nodes.

A control node, such as control node 402, may be desig-
nated as the primary control node. A server, computer or other
external device may connect to the primary control node.
Once the control node 402 receives a project, the primary

10

15

20

25

30

35

40

45

50

55

60

14

control node may distribute portions of the project to its
worker nodes for execution. For example, a project for nor-
malizing an electronic communication using feature sets can
be initiated on communications grid computing system 400.
A primary control node can control the work to be performed
for the project in order to complete the project as requested or
instructed. The primary control node may distribute work to
the worker nodes 412-420 based on various factors, such as
which subsets or portions of projects may be completed most
efficiently and in the correct amount of time. For example, a
worker node 402 may perform analysis or normalization on a
portion of data thatis already local (e.g., stored on) the worker
node. The primary control node also coordinates and pro-
cesses the results of the work performed by each worker node
412-420 after each worker node 412-420 executes and com-
pletes its job. For example, the primary control node may
receive a result from one or more worker nodes 412-420, and
the primary control node may organize (e.g., collect and
assemble) the results received and compile them to produce a
complete result for the project received from the end user.

Any remaining control nodes, such as control nodes 404,
406, may be assigned as backup control nodes for the project.
In an example, backup control nodes may not control any
portion of the project. Instead, backup control nodes may
serve as a backup for the primary control node and take over
as primary control node if the primary control node were to
fail. If a communications grid were to include only a single
control node 402, and the control node 402 were to fail (e.g.,
the control node is shut off or breaks) then the communica-
tions grid as a whole may fail and any project or job being run
on the communications grid may fail and may not complete.
While the project may be run again, such a failure may cause
a delay (severe delay in some cases, such as overnight delay)
in completion of the project. Therefore, a grid with multiple
control nodes 402-406, including a backup control node, may
be beneficial.

In some examples, the primary control node may open a
pair of listening sockets to add another node or machine to the
grid. A socket may be used to accept work requests from
clients, and the second socket may be used to accept connec-
tions from other grid nodes. The primary control node may be
provided with a list of other nodes (e.g., other machines,
computers, servers, etc.) that can participate in the grid, and
the role that each node can fill in the grid. Upon startup of'the
primary control node (e.g., the first node on the grid), the
primary control node may use a network protocol to start the
server process on every other node in the grid. Command line
parameters, for example, may inform each node of one or
more pieces of information, such as: the role that the node will
have in the grid, the host name of the primary control node,
the port number on which the primary control node is accept-
ing connections from peer nodes, among others. The infor-
mation may also be provided in a configuration file, transmit-
ted over a secure shell tunnel, recovered from a configuration
server, among others. While the other machines in the grid
may not initially know about the configuration of the grid, that
information may also be sent to each other node by the pri-
mary control node. Updates of the grid information may also
be subsequently sent to those nodes.

For any control node other than the primary control node
added to the grid, the control node may open three sockets.
The first socket may accept work requests from clients, the
second socket may accept connections from other grid mem-
bers, and the third socket may connect (e.g., permanently) to
the primary control node. When a control node (e.g., primary
control node) receives a connection from another control
node, it first checks to see if the peer node is in the list of
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configured nodes in the grid. If it is not on the list, the control
node may clear the connection. If it is on the list, it may then
attempt to authenticate the connection. If authentication is
successful, the authenticating node may transmit information
to its peer, such as the port number on which a node is
listening for connections, the host name of the node, infor-
mation about how to authenticate the node, among other
information. When a node, such as the new control node,
receives information about another active node, it can check
to see if it already has a connection to that other node. If it
does not have a connection to that node, it may then establish
a connection to that control node.

Any worker node added to the grid may establish a con-
nection to the primary control node and any other control
nodes on the grid. After establishing the connection, it may
authenticate itself to the grid (e.g., any control nodes, includ-
ing both primary and backup, or a server or user controlling
the grid). After successful authentication, the worker node
may accept configuration information from the control node.

When a node joins a communications grid (e.g., when the
node is powered on or connected to an existing node on the
grid or both), the node is assigned (e.g., by an operating
system of the grid) a universally unique identifier (UUID).
This unique identifier may help other nodes and external
entities (devices, users, etc.) to identify the node and distin-
guish it from other nodes. When a node is connected to the
grid, the node may share its unique identifier with the other
nodes in the grid. Since each node may share its unique
identifier, each node may know the unique identifier of every
other node on the grid. Unique identifiers may also designate
a hierarchy of each of the nodes (e.g., backup control nodes)
within the grid. For example, the unique identifiers of each of
the backup control nodes may be stored in a list of backup
control nodes to indicate an order in which the backup control
nodes will take over for a failed primary control node to
become a new primary control node. But, a hierarchy of nodes
may also be determined using methods other than using the
unique identifiers of the nodes. For example, the hierarchy
may be predetermined, or may be assigned based on other
predetermined factors.

The grid may add new machines at any time (e.g., initiated
from any control node). Upon adding a new node to the grid,
the control node may first add the new node to its table of grid
nodes. The control node may also then notify every other
control node about the new node. The nodes receiving the
notification may acknowledge that they have updated their
configuration information.

Primary control node 402 may, for example, transmit one
or more communications to backup control nodes 404, 406
(and, for example, to other control or worker nodes 404, 406
within the communications grid). Such communications may
be sent periodically, at fixed time intervals, between known
fixed stages of the project’s execution, among other proto-
cols. The communications transmitted by primary control
node 402 may be of varied types and may include a variety of
types of information. For example, primary control node 402
may transmit snapshots (e.g., status information) of the com-
munications grid so that backup control node 404 always has
a recent snapshot of the communications grid. The snapshot
or grid status may include, for example, the structure of the
grid (including, for example, the worker nodes 410-420 in the
communications grid, unique identifiers of the worker nodes
410-420, or their relationships with the primary control node
402) and the status of a project (including, for example, the
status of each worker node’s portion of the project). The
snapshot may also include analysis or results received from
worker nodes 410-420 in the communications grid. The
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backup control nodes 404, 406 may receive and store the
backup data received from the primary control node 402. The
backup control nodes 404, 406 may transmit a request for
such a snapshot (or other information) from the primary con-
trol node 402, or the primary control node 402 may send such
information periodically to the backup control nodes 404,
406.

As noted, the backup data may allow a backup control node
404, 406 to take over as primary control node if the primary
control node 402 fails without requiring the communications
grid to start the project over from scratch. If the primary
control node 402 fails, the backup control node 404, 406 that
will take over as primary control node may retrieve the most
recent version of the snapshot received from the primary
control node 402 and use the snapshot to continue the project
from the stage of the project indicated by the backup data.
This may prevent failure of the project as a whole.

A backup control node 404, 406 may use various methods
to determine that the primary control node 402 has failed. In
one example of such a method, the primary control node 402
may transmit (e.g., periodically) a communication to the
backup control node 404, 406 that indicates that the primary
control node 402 is working and has not failed, such as a
heartbeat communication. The backup control node 404, 406
may determine that the primary control node 402 has failed if
the backup control node has not received a heartbeat commu-
nication for a certain predetermined period of time. Alterna-
tively, a backup control node 404, 406 may also receive a
communication from the primary control node 402 itself (be-
fore it failed) or from a worker node 410-420 that the primary
control node 402 has failed, for example because the primary
control node 402 has failed to communicate with the worker
node 410-420.

Different methods may be performed to determine which
backup control node of a set of backup control nodes (e.g.,
backup control nodes 404, 406) can take over for failed pri-
mary control node 402 and become the new primary control
node. For example, the new primary control node may be
chosen based on a ranking or “hierarchy” of backup control
nodes based on their unique identifiers. In an alternative
example, a backup control node may be assigned to be the
new primary control node by another device in the commu-
nications grid or from an external device (e.g., a system
infrastructure or an end user, such as a server or computer,
controlling the communications grid). In another alternative
example, the backup control node that takes over as the new
primary control node may be designated based on bandwidth
or other statistics about the communications grid.

A worker node within the communications grid may also
fail. If a worker node fails, work being performed by the failed
worker node may be redistributed amongst the operational
worker nodes. In an alternative example, the primary control
node may transmit a communication to each of the operable
worker nodes still on the communications grid that each of the
worker nodes should purposefully fail also. After each of the
worker nodes fail, they may each retrieve their most recent
saved checkpoint of their status and re-start the project from
that checkpoint to minimize lost progress on the project being
executed. In some examples, electronic communications can
be normalized using such a communications grid computing
system 400.

FIG. 5 is a flow chart of an example of a process for
normalizing electronic communications using feature sets
according to some aspects. Some examples can be imple-
mented using any of the systems and configurations described
with respect to FIGS. 1-4.
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Inblock 502, a processor receives a noncanonical commu-
nication. The noncanonical communication can include one
or more words that are in a noncanonical form. As discussed
above, a word can be in a noncanonical form if the word is
misspelled according to an accepted and standardized spell-
ing of the word; does not comport with one or more standard-
ized grammatical rules; includes two or more sub-words; or
any combination of these. A shorthand version of a word, a
misspelled version of the word, a grammatically incorrect
version of the word, or a combination of two words (e.g.,
without proper grammatical delineation between the words)
can be examples of noncanonical forms of the word.

The processor can receive the noncanonical communica-
tion in an electronic form. For example, the processor can
receive an electronic representation of the noncanonical com-
munication over a network. In some examples, the nonca-
nonical communication can include data from a forum post, a
text message, an e-mail, a social media post (e.g., a Twitter™
tweet or a Facebook™ post), a blog post, an online review, an
electronic document, an electronic communication from an
electronic mobile device, or any combination of these. In
some examples, the noncanonical communication can be part
of, associated with, or included within media content (e.g.,
audio and/or video content), such as streaming media content.
For example, the noncanonical communication can be
included with streaming textual captions provided with video
content.

In block 504, the processor determines one or more candi-
date canonical versions of the noncanonical communication.
In some examples, the processor can determine the candidate
canonical version(s) of the noncanonical communication
using a database (e.g., a lookup table). The database can be
stored in memory. The database can map noncanonical words
to one or more corresponding canonical versions of the non-
canonical words. An example of such a database can include
database 606 shown in FIG. 6. In the database 606, the non-
canonical word “ur” is mapped to the canonical versions “you
are” and “your”, the noncanonical word “niiice” is mapped to
the canonical version “nice”, the noncanonical word “luv” is
mapped to the canonical version “love”, etc. The processor
can determine the candidate canonical version(s) of the non-
canonical communication at least in part by mapping the
noncanonical word of the noncanonical communication to
one or more corresponding canonical versions stored in the
database. For example, the processor can determine that the
candidate canonical versions of the noncanonical word “ur”
include “you are” and “your” based on the database 606.

In some examples, the processor can automatically gener-
ate at least a portion of the database using training data. For
example, the processor can generate at least a portion of the
database by applying the training data to a neural network,
which can responsively generate the database. In some
examples, a user can generate at least a portion of the data-
base. For example, referring to FIG. 6, the processor can
receive training data including noncanonical communica-
tions 602a-c and apply the training data to a neural network.
The neural network can map each word in the noncanonical
communications 602a-c to a corresponding canonical version
of the word (e.g., as shown in dashed areas 604a-c respec-
tively). The processor can build the database 606 at least in
part by using the determined mappings between each nonca-
nonical word in the noncanonical communications 602a-c¢
and the associated canonical versions.

In some examples, the processor can determine that the
candidate canonical version(s) of the noncanonical commu-
nication additionally or alternatively includes a noncanonical
word itself. For example, if the noncanonical communication
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includes the noncanonical word “ur”, the candidate canonical
versions can include “ur”, “you are”, and “your”. As another
example, if the noncanonical word is “looove”, and there is no
corresponding canonical version in database 606, the proces-
sor can determine that the candidate canonical version(s) of
the noncanonical communication includes “looove”.

Returning to FIG. 5, in block 506, the processor determines
a feature set representative of the noncanonical communica-
tion (e.g., representative of a noncanonical word of the non-
canonical communication). In some examples, the processor
can determine the feature set representative of the noncanoni-
cal communication by splitting at least one noncanonical
word in the noncanonical communication into, for example,
an n-gram, a k-skip-n-gram, a bigram, a trigram, or any com-
bination of these. An n-gram can include a sequence of n
adjacent characters in the noncanonical word. A k-skip-n-
gram can include a sequence of nonadjacent characters
selected such that k skipped characters are positioned
between each of the non-adjacent characters in the nonca-
nonical word. In some examples, the processor can prepend a
“$” symbol to an n-gram when the n-gram appears at the
beginning of the word. The processor can append a “$” sym-
bol to an n-gram where the n-gram appears at the end of the
word. The processor can include a “I” symbol to indicate a
gap in a k-skip-n-gram. FIG. 7 shows an example of a list of
feature sets 700 for the words “love” and “looove” when n=2
and k=1.

In block 508 of FIG. 5, the processor determines multiple
comparison feature sets representative of multiple terms in
training data. A comparison feature set can include a feature
set usable by the processor in a comparison, as discussed in
greater detail with respect to block 510. In some examples,
the processor can determine the comparison feature sets by
splitting each term in the training data into a respective com-
parison feature set.

Each comparison feature set can include an n-gram, a
k-skip-n-gram, a bigram, a trigram, or any combination of
these. For example, if the training data includes the terms
“car” and “cat”, the processor can determine a comparison
feature set for “car” by splitting “car” into one or more
n-grams, k-skip-n-grams, or both. The processor can also
determine another comparison feature set for “cat” by split-
ting “cat” into one or more n-grams, k-skip-n-grams, or both.
FIG. 8 shows an example of a list of feature sets 800 for the
words “car” and “cat” when n=2 and k=1.

Inblock 510 0of FIG. 5, the processor can determine Jaccard
index values using the feature set representative of the non-
canonical communication and the multiple comparison fea-
ture sets. For example, the processor can determine a Jaccard
index value associated with each of the comparison feature
sets. The processor can determine a Jaccard index value by
applying the feature set representative of the noncanonical
communication and a comparison feature set to the following
equation:

JaccardIndex(fls ), fls2))=1s DNAs )V s DUAs)

where (s, ) can include the feature set representative of the
noncanonical communication, f(s,) can include a comparison
feature set, and JaccardIndex(f(s,), f(s,)) can include the
Jaccard index value for (s, ) and 1{(s,).

For example, the Jaccard index value for “looove” (e.g., the
noncanonical communication) and “love” (e.g., a comparison
term) can be determined by referring to FIG. 7. As can be seen
in FIG. 7, “looove” and “love” share four similarity features,
namely “$lo”, “ov”, “ve$”, and “ole”. Thus, four can be the
numerator in the above equation. The union of the feature sets
for “looove” and “love” can include nine similarity features,
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namely “$10”, “00”, “ov”, “ve$”, “1Iv”, “ll0”, “olo”, “olv”,
and “ole”. Thus, nine can be the denominator in the above
equation. Therefore, the Jaccard index value for “looove” and
“love” can be 44=0.44. The Jaccard index value can represent
a similarity between the noncanonical communication and a
term associated with a particular comparison feature set. For
example, the Jaccard index value of 0.44 can indicate that
“looove” is 44% similar to “love”.

In some examples, the processor can assign different
weights to different similarity features of a comparison fea-
ture set for determining a weighted Jaccard index value. The
processor can assign different weights to different similarity
features because, for example, n-grams and k-skip-n-grams
can have a different importance when in different positions.
For instance, if a weight of 3 is assigned to n-grams at the
beginning of a word and at the end of the word, and a weight
of 1 is assigned to all other similarity features, the Jaccard
Index value for “looove” and “love” can be $%13=0.615.

In some examples, using the Jaccard index value to deter-
mine a similarity between two inputs can provide numerous
advantages. For example, the Jaccard index value equation
can treat repetition of characters more consistently than other
methods. For instance, both “looove” and “loooooove” can be
determined to be equally similar to “love” using the Jaccard
index value. But using other methods, such as Levenshtein
distance, “loooooove” can be determined to be more dissimi-
lar to “love” than “looove”. As another example, determining
a Jaccard index value can require less computational com-
plexity and resources than other methods. For example, the
Jaccard index value equation can include a linear equation
and the Levenshtein distance equation can include a quadratic
equation. The linear equation can require fewer computations
to solve than the quadratic equation.

In some examples, the processor can determine a Jaccard
index value associated with only a subset of the comparison
feature sets. For example, the processor can analyze a com-
parison feature set to determine if the comparison feature set
shares at least a minimum number of similarity features (e.g.,
one) with the noncanonical communication’s feature set. If
not, the processor can discard comparison feature set. If so,
the processor can determine the Jaccard index value for the
comparison feature set. Determining the Jaccard index value
for comparison feature sets that include at least a minimum
number of shared similarity features with the noncanonical
communication’s feature set may increase processing effi-
ciency.

In some examples, the processor can estimate a value for
If(s, )U1(s,)! in the Jaccard index value equation based on the
lengths of strings f(s, ) and {{(s,). For example, if the length of
f(s,) is 7, and the length of {{(s,) is 11, the processor can
estimate that a value for If(s,;)Uf(s,)| will be between 11 and
18. This can prevent the processor from having to actually
calculate If(s,)U1{(s,)l, which can increase processing effi-
ciency.

In block 512, the processor selects a subset of the terms in
the training data based on the Jaccard index values. In some
examples, the processor can generate a list in which the terms
in the training data are ranked from highest Jaccard index
value to lowest Jaccard index value. The processor can select
the top m terms (e.g., the top 3 terms) having the highest
Jaccard index values from the list, where m can be input by a
user or determined based on an algorithm.

In some examples, the processor can select a subset of the
terms in the training data which have associated Jaccard index
values exceeding a threshold. The threshold can be input by a
user or determined based on one or more algorithms. For
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example, the processor can select the terms having an asso-
ciated Jaccard index value that is greater than or equal to 0.4.

Inblock 514, the processor includes the subset of the terms
in the one or more candidate canonical versions of the non-
canonical communication. For example, the processor can
add the subset of the terms to a list including the candidate
canonical versions of the noncanonical communication.

In block 516, the processor selects a normalized version of
the noncanonical communication. The processor can select
the normalized version of the noncanonical communication
from the candidate canonical versions using a classifier (e.g.,
as described in greater detail with respect to FIGS. 9-10). In
some examples, the processor can select the normalized ver-
sion of the noncanonical communication according to the
steps shown in FIG. 9 and described in greater detail below.

In block 518, the processor includes the normalized ver-
sion of the noncanonical communication in a data set. The
data set can be usable for textual analysis. For example, the
data set can be configured to be analyzed to detect one or more
characteristics or trends associated with the data set. In one
example, the processor can include the normalized version of
the noncanonical communication in a data set that includes
multiple Twitter™ tweets. The data set can be analyzed using
atextual analysis program to determine a customer sentiment
about a brand indicated by the Twitter™ tweets or other
streaming text data.

Inblock 520, the processor performs textual analysis on the
data set. For example, the processor can use a textual analysis
program (e.g., stored in memory) to analyze one or more
characteristics of the data set to determine a trend, pattern, or
other information indicated by the data set. The processor can
provide such information to a user. Examples of such infor-
mation can include a sentiment, such as a user sentiment
about a brand; an emotion, such as an emotion tied to a
particular product launch; a statistic, such as a number of
times a user posted about a particular product; etc.

FIG. 9 is a flow chart of an example of a process for
selecting a normalized version of a noncanonical communi-
cation according to some aspects.

In block 902, a classifier is trained. The classifier can
include a binary classifier. An example of the classifier can
include a random forest classifier.

A processor, a user, or both can train the classifier. For
example, a user can analyze training data to determine corre-
lations between noncanonical words and candidate canonical
versions of the noncanonical words. If the user determines
that a candidate canonical version of a noncanonical word is
correct, a user can label the correlation as class 1. If the user
determines that the candidate canonical version of a nonca-
nonical word is incorrect, the user can label the correlation as
class 0. In some examples, the processor can use the labeled
correlations to train the classifier.

In block 904, the processor can determine a confidence
score for each candidate canonical version using the classi-
fier. The confidence score can represent a confidence of the
classifier that the candidate canonical version is the correct
canonical version of the noncanonical communication. The
processor can determine the confidence score for each candi-
date canonical version by providing data associated with each
candidate canonical version to the classifier.

In some examples, the processor can perform one or more
steps shown in FIG. 10 to determine a confidence score for a
candidate canonical version. For example, referring now to
FIG. 10, in block 1002 the processor can determine a support
value associated with the candidate canonical version and
provide the support value to the classifier. The classifier can
use the support value to determine the confidence score for
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the canonical version. A support value can include a number
of times the candidate canonical version appears in training
data (e.g., the training data described with respect to block
504). For example, referring to FIG. 6, a support value for
“ur” can be three, because “ur” appears once in noncanonical
communication 602a, once in noncanonical communication
6025, and once noncanonical communication 602c¢. As
another example, a support value for “looove” can be zero,
because “looove” does not appear in the canonical forms as
shown in dashed areas 604a-c. The classifier can determine a
higher confidence score for a candidate canonical version
associated with a higher support value.

In block 1004 of FIG. 10, the processor can determine a
confidence value associated with the candidate canonical ver-
sion and provide the confidence value to the classifier. The
classifier can use the confidence value to determine the con-
fidence score for the canonical version. A confidence value
can include a ratio of a number of times the candidate canoni-
cal version is selected as the normalized version of the non-
canonical communication divided by a total amount of times
the noncanonical communication appears in training data.
For example, the confidence value can be determined accord-
ing to the following algorithm:

ConfidenceValue=Candidate_Selected/Num_Nonca-
nonicalCommuncation

where ConfidenceValue is the confidence value, Candidate_
Selected is the number of times the candidate was selected as
the normalized version of the noncanonical communication,
and Num_NoncanonicalCommuncation is the total amount
of'times the noncanonical communication appears in training
data.

For example, referring to FIG. 6, a confidence value that
“your” is the correct canonical form of “ur” can be %4=0.33,
because “your” was selected as the correct canonical version
one time (in dashed area 6045) and “ur” appears three total
times (once in each of noncanonical communications 602a-
¢). As another example, a confidence value for “looove” can
be zero, because “looove” does not appear in the noncanoni-
cal communications 602a-c (or the corresponding canonical
versions of the words shown in dashed areas 604a-c). The
classifier can determine a higher confidence score for a can-
didate canonical version associated with a higher confidence
value.

Referring back to FIG. 10, in block 1006, the processor can
determine a similarity score associated with the candidate
canonical version and provide the similarity score to the
classifier. The classifier can use the similarity score to deter-
mine the confidence score for the candidate canonical ver-
sion. The similarity score can include the Jaccard index value
of'the candidate canonical version and the noncanonical com-
munication. The processor can determine the Jaccard index
value and provide the Jaccard index value to the classifier. In
some examples, the classifier can determine a higher confi-
dence score for a candidate canonical version associated with
a higher similarity score.

In some examples, the similarity score can be a good indi-
cator of a similarity between the candidate canonical version
and the noncanonical communication if a difference between
the candidate canonical version and the noncanonical com-
munication is due to a misspelling (e.g., “hello” and “helo”).
Conversely, the similarity score can be less accurate if the
difference between the candidate canonical version and the
noncanonical communication is due to an abbreviation (e.g.,
“lol” and “laughing out loud”). In some examples, the clas-
sifier can determine a difference in a length between the
candidate canonical version and the noncanonical communi-
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cation. For example, the difference in length between “lol”
and “laughing out loud” can be 14 characters. In some
examples, if the difference in length exceeds a threshold, the
classifier can ignore the similarity score when determining
the confidence score for the candidate canonical version. This
can prevent the classifier from determining an erroneous con-
fidence score due to an unreliable similarity score.

The classifier can additionally or alternatively take into
account other features of the candidate canonical version to
determine a confidence score. For example, the classifier can
use distributions of letters, numerals, and special characters
to determine the confidence score.

In block 1008, the processor determines a part of speech
(POS) tag confidence associated with the candidate canonical
version and provides the POS tag confidence to the classifier.
The classifier can use the POS tag confidence to determine the
confidence score for the candidate canonical version. In some
examples, the classifier can determine a higher confidence
score for a candidate canonical version associated with a
higher POS tag confidence.

The processor can determine the POS tag confidence using
a POS tagger. A POS tagger can include one or more algo-
rithms or neural networks configured to receive an input word
and determine a part of speech (a POS tag) for the input word.
In some examples, the input word can be included in a series
of'words. The POS tagger can take into account the context of
the input word in the series of words to determine the part of
speech. For example, the POS tagger can analyzing one or
more words before the input word, one or more words after
the input word, or both to determine the part of speech. In
some examples, the POS tagger can provide a confidence
value indicating a likelihood that the part of speech deter-
mined for the input word is correct. The processor can use the
confidence value as the POS tag confidence.

In some examples, the processor can determine one POS
tag confidence for the noncanonical communication and
another POS tag confidence for a candidate canonical ver-
sion. The processor can determine a difference between the
POS tag confidence for the noncanonical communication and
the POS tag confidence for the candidate canonical version.
For example, the processor can determine that a POS tag
confidence for the noncanonical communication is 97.5%.
The processor can determine that another POS tag confidence
for a candidate canonical version that is 97%. The processor
can determine that the difference between the POS tag con-
fidence for the noncanonical communication and the POS tag
confidence for the candidate canonical version is —0.5%. This
may indicate that the candidate canonical version is worse
than the noncanonical communication. As another example,
the processor can determine that a POS tag confidence for
another candidate canonical version that is 98%. The proces-
sor can determine that the difference between the POS tag
confidence for the noncanonical communication and the POS
tag confidence for the candidate canonical version is +0.5%.
This may indicate that the candidate canonical version is
better than the noncanonical communication. The processor
can use the difference as the POS tag confidence and supply
the difference to the classifier.

In some examples, the processor can determine a mean
POS tagging confidence of a noncanonical communication.
For example, the processor can determine the mean POS
tagging confidence by aggregating the POS tagging confi-
dences for a number of words in the noncanonical communi-
cation to generate a total POS tagging confidence. The pro-
cessor can divide the total POS tagging confidence by the
number of words to determine the mean POS tagging confi-
dence. In some examples, the processor can use the mean
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POS tagging confidence as a baseline. Thereafter, the proces-
sor can replace a noncanonical word in the noncanonical
communication with a candidate canonical version and deter-
mine a new mean POS tagging confidence. Replacing the
noncanonical word in the noncanonical communication with
the candidate canonical version can cause the new mean POS
tagging confidence to be different than the mean POS tagging
confidence used as the baseline. In some examples, the pro-
cessor can determine a difference between the new mean POS
tagging confidence and the POS tagging confidence used as
the baseline. The processor can use the difference as the POS
tag confidence and supply the difference to the classifier.

The classifier can additionally or alternatively use other
information to determine the confidence score. For example,
the noncanonical communication can include a series of
words. The classifier can use a POS tag associated with a
word prior to a noncanonical word in the series of words, a
POS tag associated with a candidate canonical version for the
noncanonical word, a POS tag associated with a word subse-
quent to the noncanonical word in the series of words, or any
combination of these to determine the confidence score. In
some examples, the classifier can use all three of the above-
mentioned POS tags to determine the confidence score. For
example, the classifier can detect one or more patterns asso-
ciated with the series of the three POS tags. The one or more
patterns can indicate a likelihood that a particular candidate
canonical version is correct. The classifier can use the one or
more patterns to determine the confidence score.

Referring back to FIG. 9, in block 906, the processor can
select the candidate canonical version associated with the
highest confidence score as the normalized version of the
noncanonical communication. For example, the processor
can analyze the confidence score for each of the candidate
canonical versions and select the candidate canonical version
corresponding to the highest confidence score as the normal-
ized version of the noncanonical communication.

Example of an Implementation—Constrained Mode

Various aspects of the present disclosure can be imple-
mented in a constrained mode. The constrained mode can use
amapping database in which noncanonical words are mapped
to known canonical versions (e.g., based on training data).
For example, the mapping database can include the nonca-
nonical word “ur” mapped to canonical versions “ur,” “your,”
and “you’re.” The constrained mode can also use a listing
database. The listing database can include multiple canonical
words in list form (e.g., rather than being mapped to nonca-
nonical words). In some examples, the mapping database, the
listing database, or both can be generated based on training
data and/or using human annotation. For example, the map-
ping database and the listing database can be generated using
all canonical versions present in the training data.

The mapping database can be analyzed to determine if a
noncanonical word has at least one corresponding canonical
version stored in the mapping database. If so, the correspond-
ing canonical versions can be used as candidate canonical
versions for the noncanonical word. If not, the top-1 candi-
date (as determined based on the Jaccard Index value) can be
used as the candidate canonical version for the noncanonical
word.

The listing database can additionally or alternatively be
used to determine a candidate canonical version of a non-
canoncial word if the noncanonical word includes repetitive
adjacent characters. This may provide redundancy for candi-
date canonical versions determined using the mapping data-
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base, or may produce a candidate canonical version for a
noncanonical communication when the mapping database
fails to do so.

In the constrained mode, a classifier (e.g., used for deter-
mining confidence scores for candidate canonical versions of
a noncanonical word) can be trained using the same training
data used for generating the mapping database. This can lead
to improved accuracy over, for example, training the classifier
using another data set.

The classifier can be configured to use any number of
parameters (such as a support value, a confidence value, a
POS tag confidence value, a similarity score, or any combi-
nation of these) to determine a confidence score for a particu-
lar candidate version of a noncanonical communication.
Some parameters can improve overall accuracy more than
others. For example, FIG. 11 shows a table 1100 of an
example of results using the constrained mode implementa-
tion while varying the different parameters used by the clas-
sifier. In FIG. 11, precision 1102 can represent the capability
of'a model to not normalize what does not need normalizing,
recall 1104 can represent the capability of a model to cor-
rectly identify what needs to be normalized and correctly
normalize it, and F1 score 1106 can include a number
between zero and one that can represent accuracy. In some
examples, the F1 score can be based on precision 1102 and
recall 1104. For example, the F1 score can be determined
according to the following algorithm:

Flscore=2*(Precision*Recall)/(Precision+Recall).

As shown in FIG. 11, the support value and confidence
value can impact the F1 score more than any of the classifier
parameters. For example, if the classifier is configured not to
use the support value and the confidence value, as shown in
row 1108, the F1 score can decrease by 0.0521. FIG. 11 also
indicates that the POS tagging confidence can also greatly
impact the F1 score. For example, if the classifier is config-
ured not to use the POS tagging confidence, as shown in row
1110, the F1 score can decrease by 0.0129. The similarity
score can be the least important classifier parameter, and can
lead to a marginal improvement in F1 score. Thus, different
classifier configurations can directly impact accuracy.

Example of an Implementation—Unconstrained
Mode

Various aspects of the present disclosure can be imple-
mented in an unconstrained mode. The unconstrained mode
can use a mapping database and a listing database, for
example, as discussed above with respect to the constrained
mode example implementation. But in the unconstrained
mode, the listing database can further include at least a por-
tion of an English dictionary. For example, the listing data-
base can include multiple canonical words determined using
training data and/or human annotation. The listing database
can also include all the words from (e.g., extracted from) an
English lexicon dictionary.

The mapping database can be analyzed to determine if a
noncanonical word has at least one corresponding canonical
version stored in the mapping database. If so, the correspond-
ing canonical versions can be used as candidate canonical
versions for the noncanonical word. If not, the top-3 candi-
dates (as determined based on the Jaccard Index value) can be
used as candidate canonical versions for the noncanonical
word. The listing database can additionally or alternatively be
used as discussed above with respect to the constrained mode.

Inthe unconstrained mode, the classifier can be configured
using any of the configurations discussed above with respect
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to the constrained mode. In some examples, the classifier can
be trained using different data than is used for constructing
the mapping database, the listing database, or both. For
example, a training data set can be split into two groups, in
which the first group includes 67% of the data in the training
data set and the second group includes 33% of the data in the
training data set. The first group can be used to construct the
mapping database, the listing database, or both. The second
group can be used to train the classifier.

In some examples, the unconstrained mode may perform
worse than the constrained mode. For example, FIG. 12
shows a table 1200 of an example of a comparison between
results of the constrained mode and the results of the uncon-
strained mode. As shown in FIG. 12, the constrained mode’s
F1 score 1202 can have a better score than the unconstrained
mode. Two factors may cause the F1 score of the uncon-
strained mode to be lower than the F1 score of the uncon-
strained mode. First, the unconstrained mode can use both
training data from a training data file as well as data from an
English dictionary, resulting in a much larger amount of data
than is used for the constrained mode. This larger amount of
data can include many rarely used words. The inclusion of
many rarely used words can cause the candidate selection
process to be more conservative (e.g., a higher precision and
lower recall). One potential solution is to use a smaller
amount of data, including the most frequently used words.
Second, the larger amount of data can result in an increased
number of candidate canonical versions for each noncanoni-
cal word, making selecting the correct canonical version of a
noncanonical word more challenging. One potential solution
is to provide the classifier with more context information
about the noncanonical word.

In some examples, the classifier can be configured to use a
two-step classification process. This can improve the accu-
racy of the classifier. In the first step, the classifier can deter-
mine whether a candidate canonical version is different from
the noncanonical communication. For example, if the nonca-
nonical communication is “car” and the candidate canonical
version is “car”, the classifier can determine that the nonca-
nonical communication is the same as the candidate canoni-
cal version. As another example, if the noncanonical commu-
nication is “ur” and the candidate canonical version is “your”,
the classifier can determine that the noncanonical communi-
cation is different from the candidate canonical version. If the
classifier determines that the noncanonical communication is
the same as the candidate canonical version, than the classi-
fier uses the noncanonical communication as the output. If the
classifier determines that the noncanonical communication is
different from the candidate canonical version, then the sec-
ond step can assign a confidence score to the candidate
canonical version. The classifier can assign a confidence
score to each candidate canonical version that is different
from the noncanonical communication and select the candi-
date canonical version with the highest score as the output.

The foregoing description of certain examples, including
illustrated examples, has been presented only for the purpose
of illustration and description and is not intended to be
exhaustive or to limit the disclosure to the precise forms
disclosed. Numerous modifications, adaptations, and uses
thereof will be apparent to those skilled in the art without
departing from the scope of the disclosure.

What is claimed is:

1. A non-transitory computer readable medium comprising
program code executable by a processor for causing the pro-
cessor to:

receive an electronic representation of a noncanonical

communication;
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determine a plurality of candidate canonical versions of the
noncanonical communication using a database gener-
ated using training data;
determine a first feature set representative of the nonca-
nonical communication by splitting the noncanonical
communication into at least one n-gram and at least one
k-skip-n-gram,
wherein an n-gram comprises a sequence of a predefined
number of adjacent characters, and
wherein a k-skip-n-gram comprises a sequence of non-
adjacent characters in a communication selected such
that a maximum number of skipped characters are
positioned between each of the nonadjacent charac-
ters in the communication;
determine a plurality of comparison feature sets by split-
ting each term in a plurality of terms in the training data
into a respective comparison feature set comprising at
least one n-gram and at least one k-skip-n-gram;
determine a plurality of Jaccard index values using the first
feature set and the plurality of comparison feature sets,
each Jaccard index value of the plurality of Jaccard
index values being representative of a similarity
between the noncanonical communication and a term of
the plurality of terms in the training data;
select a subset of the plurality of terms in the training data
in which an associated Jaccard index value exceeds a
threshold;
include the subset of the plurality of terms in the plurality
of candidate canonical versions of the noncanonical
communication; and
select a normalized version of the noncanonical commu-
nication from the plurality of candidate canonical ver-
sions.
2. The non-transitory computer readable medium of claim
1, wherein the predefined number of adjacent characters is
two and the maximum number of skipped characters is one.
3. The non-transitory computer readable medium of claim
2, further comprising program code executable by the pro-
cessor for causing the processor to:
select the normalized version of the noncanonical commu-
nication from the plurality of candidate canonical ver-
sions by:
determining a confidence score for each candidate
canonical version of the plurality of candidate canoni-
cal versions using a classifier; and
selecting a candidate from the plurality of candidate
canonical versions associated with a highest confi-
dence score as the normalized version of the nonca-
nonical communication.
4. The non-transitory computer readable medium of claim
3, wherein the classifier is configured to use a Jaccard index
value associated with a respective candidate canonical ver-
sion to determine the confidence score for the respective
candidate canonical version.
5. The non-transitory computer readable medium of claim
3, wherein the classifier is configured to use a support value
and a confidence value associated with a respective candidate
canonical version to determine the confidence score for the
respective candidate canonical version,
wherein the support value comprises a number of times the
respective candidate canonical version occurs in the
training data used for generating the plurality of candi-
date canonical versions of the noncanonical communi-
cation, and
wherein the confidence value comprises a ratio of an
amount of times the respective candidate canonical ver-
sion was selected as the normalized version of the non-
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canonical communication divided by another amount of
times the noncanonical communication is present in the
training data.
6. The non-transitory computer readable medium of claim
3, wherein the classifier is configured to use a difference
between a first number of characters in a respective candidate
canonical version and a second number of characters in the
noncanonical communication to determine the confidence
score for the respective candidate canonical version.
7. The non-transitory computer readable medium of claim
3, wherein the classifier is configured to use a confidence
difference between a first part of speech (POS) tag confidence
associated with a respective candidate canonical version and
a second POS tag confidence associated with the noncanoni-
cal communication to determine the confidence score for the
respective candidate canonical version, the first POS tag con-
fidence and the second POS tag confidence being determin-
able by a POS tagger.
8. The non-transitory computer readable medium of claim
1, further comprising program code executable by the pro-
cessor for causing the processor to:
receive the electronic representation of the noncanonical
communication from a text message, an e-mail, an elec-
tronic document, a social media post, a tweet, a blog
post, a forum post, media content, or streaming content.
9. The non-transitory computer readable medium of claim
1, further comprising program code executable by the pro-
cessor for causing the processor to:
include the normalized version of the noncanonical com-
munication in a data set for use in textual analysis; and
perform textual analysis on the data set to determine one or
more trends indicated by the data set.
10. The non-transitory computer readable medium of claim
1, further comprising program code executable by the pro-
cessor for causing the processor to:
determine at least one Jaccard index value of the plurality
of Jaccard Index values by weighting at least one feature
of'a comparison feature set.
11. A method comprising:
receiving an electronic representation of a noncanonical
communication;
determining a plurality of candidate canonical versions of
the noncanonical communication using a database gen-
erated using training data;
determining a first feature set representative of the nonca-
nonical communication by splitting the noncanonical
communication into at least one n-gram and at least one
k-skip-n-gram,
wherein an n-gram comprises a sequence of a predefined
number of adjacent characters in a communication,
and
wherein a k-skip-n-gram comprises a sequence of non-
adjacent characters in the communication selected
such that a maximum number of skipped characters
are positioned between each of the nonadjacent char-
acters in the communication;
determining a plurality of comparison feature sets by split-
ting each term in a plurality of terms in the training data
into a respective comparison feature set comprising at
least one n-gram and at least one k-skip-n-gram;
determining a plurality of Jaccard index values using the
first feature set and the plurality of comparison feature
sets, each Jaccard index value of the plurality of Jaccard
index values being representative of a similarity
between the noncanonical communication and a term of
the plurality of terms in the training data;
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selecting a subset of the plurality of terms in the training
data in which an associated Jaccard index value exceeds
a threshold;

including the subset of the plurality ofterms in the plurality
of candidate canonical versions of the noncanonical
communication; and

selecting a normalized version of the noncanonical com-

munication from the plurality of candidate canonical
versions.

12. The method of claim 11, wherein the predefined num-
ber of adjacent characters is two and the maximum number of
skipped characters is one.

13. The method of claim 12, further comprising:

selecting the normalized version of the noncanonical com-

munication from the subset of the plurality of candidate

canonical versions by:

determining a confidence score for each candidate
canonical version of the subset using a classifier; and

selecting a candidate from the subset of the plurality of
candidate canonical versions associated with a high-
est confidence score as the normalized version of the
noncanonical communication.

14. The method of claim 13, wherein the classifier is con-
figured to use a Jaccard index value associated with a respec-
tive candidate canonical version to determine the confidence
score for the respective candidate canonical version.

15. The method of claim 13, wherein the classifier is con-
figured to use a support value and a confidence value associ-
ated with a respective candidate canonical version to deter-
mine the confidence score for the respective candidate
canonical version,

wherein the support value comprises a number of times the

respective candidate canonical version occurs in the
training data used for generating the plurality of candi-
date canonical versions of the noncanonical communi-
cation, and

wherein the confidence value comprises a ratio of an

amount of times the respective candidate canonical ver-
sion was selected as the normalized version of the non-
canonical communication divided by another amount of
times the noncanonical communication is present in the
training data.

16. The method of claim 13, wherein the classifier is con-
figured to use a difference between a first number of charac-
ters in a respective candidate canonical version and a second
number of characters in the noncanonical communication to
determine the confidence score for the respective candidate
canonical version.

17. The method of claim 13, wherein the classifier is con-
figured to use a confidence difference between a first part of
speech (POS) tag confidence associated with a respective
candidate canonical version and a second POS tag confidence
associated with the noncanonical communication to deter-
mine the confidence score for the respective candidate
canonical version, the first POS tag confidence and the second
POS tag confidence being determinable by a POS tagger.

18. The method of claim 11, further comprising:

receiving the electronic representation of the noncanonical

communication from a text message, an e-mail, an elec-
tronic document, a social media post, a tweet, a blog
post, a forum post, media content, or streaming content.

19. The method of claim 11, further comprising:

including the normalized version of the noncanonical com-

munication in a data set for use in textual analysis; and
performing textual analysis on the data set to determine one
or more trends indicated by the data set.
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20. The method of claim 11, further comprising:

determining at least one Jaccard index value of the plurality

of Jaccard Index values by weighting at least one feature
of'a comparison feature set.

21. A system comprising:

a processing device; and

a memory device in which instructions executable by the

processing device are stored for causing the processing
device to:
receive an electronic representation of a noncanonical
communication;
determine a plurality of candidate canonical versions of
the noncanonical communication using a database
generated using training data;
determine a first feature set representative of the nonca-
nonical communication by splitting the noncanonical
communication into at least one n-gram and at least
one k-skip-n-gram,
wherein an n-gram comprises a sequence of a pre-
defined number of adjacent characters, and
wherein a k-skip-n-gram comprises a sequence of
nonadjacent characters in a communication
selected such that a maximum number of skipped
characters are positioned between each of the non-
adjacent characters in the communication;
determine a plurality of comparison feature sets by split-
ting each term in a plurality of terms in the training
data into a respective comparison feature set compris-
ing at least one n-gram and at least one k-skip-n-gram;
determine a plurality of Jaccard index values using the
first feature set and the plurality of comparison feature
sets, each Jaccard index value of the plurality of Jac-
card index values being representative of a similarity
between the noncanonical communication and a term
of the plurality of terms in the training data;
select a subset of the plurality of terms in the training
data in which an associated Jaccard index value
exceeds a threshold;
include the subset of the plurality of terms in the plural-
ity of candidate canonical versions of the noncanoni-
cal communication; and
select a normalized version of the noncanonical commu-
nication from the plurality of candidate canonical ver-
sions.

22.The system of claim 21, wherein the predefined number
of adjacent characters is two and the maximum number of
skipped characters is one.

23. The system of claim 22, wherein the memory device
further comprises instructions executable by the processing
device for causing the processing device to:

select the normalized version of the noncanonical commu-

nication from the subset of the plurality of candidate

canonical versions by:

determining a confidence score for each candidate
canonical version of the plurality of candidate canoni-
cal versions using a classifier; and
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selecting a candidate from the plurality of candidate
canonical versions associated with a highest confi-
dence score as the normalized version of the nonca-
nonical communication.

24. The system of claim 23, wherein the classifier is con-
figured to use a Jaccard index value associated with a respec-
tive candidate canonical version to determine the confidence
score for the respective candidate canonical version.

25. The system of claim 23, wherein the classifier is con-
figured to use a support value and a confidence value associ-
ated with a respective candidate canonical version to deter-
mine the confidence score for the respective candidate
canonical version,

wherein the support value comprises a number of times the

respective candidate canonical version occurs in the
training data used for generating the plurality of candi-
date canonical versions of the noncanonical communi-
cation, and

wherein the confidence value comprises a ratio of an

amount of times the respective candidate canonical ver-
sion was selected as the normalized version of the non-
canonical communication divided by another amount of
times the noncanonical communication is present in the
training data.

26. The system of claim 23, wherein the classifier is con-
figured to use a difference between a first number of charac-
ters in a respective candidate canonical version and a second
number of characters in the noncanonical communication to
determine the confidence score for the respective candidate
canonical version.

27. The system of claim 23, wherein the classifier is con-
figured to use a confidence difference between a first part of
speech (POS) tag confidence associated with a respective
candidate canonical version and a second POS tag confidence
associated with the noncanonical communication to deter-
mine the confidence score for the respective candidate
canonical version, the first POS tag confidence and the second
POS tag confidence being determinable by a POS tagger.

28. The system of claim 21, wherein the memory device
further comprises instructions executable by the processing
device for causing the processing device to:

receive the electronic representation of the noncanonical

communication from a text message, an e-mail, an elec-
tronic document, a social media post, a tweet, a blog
post, a forum post, media content, or streaming content.

29. The system of claim 21, wherein the memory device
further comprises instructions executable by the processing
device for causing the processing device to:

include the normalized version of the noncanonical com-

munication in a data set for use in textual analysis; and
perform textual analysis on the data set to determine one or
more trends indicated by the data set.

30. The system of claim 21, wherein the memory device
further comprises instructions executable by the processing
device for causing the processing device to:

determine at least one Jaccard index value of the plurality

of Jaccard Index values by weighting at least one feature
of a comparison feature set.
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